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L
Lecture

-Affine Cipher



»The additive cipher i1s a special case of an affine

cipher. The multiplicative cipher Is a special case of
affine cipher.

»The affine cipher uses a pair of keys in which the first
key Is from Z26* and the second is from Z26+. The
size of the key domain is 26 x 12 = 312.

»Affine cipher
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Accepted keys

 Number of accepted keys for any affine cipher which
must be is the set that has only 312 key:

»26 x 12 = 312.




-Affine Cipher

Plamtext Plamtext

Encryption C]  Decryption

Ciphertext
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Encryption using the Affine Cipher

C=(P><k1+k2)m0d26

The number of accept keys is 312



Alphabetic
o % 2 5 &% X @ ¥ % 3 W O U
A 8 C D E F G BH ] K L M

B¥ L 0 U B B 0 A 0 B U B
o4 R % g ¥V K & X
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Example

- Use an affine cipher to encrypt the message
“hello” with the key pair (7, 2).

with a key of 7,2.



Encryption
P:h— ()] Encryption; (07 7+2) mod 26 WAEY)
P:¢ - 4 Encryption; (04 x 7+ 2) mod 26 C.M-E
Pl 1] Encryption; (11X 7+2) mod 26 C.01-B
P11l Encryption: (11 74 2) mod 26 C.0l-B
P 14 Encryption; (14x 7+2) mod 26 C12-W

To decrypt the message “ZEBBW" with the key
pair (7, 2) in modulus 26.



Example 2

- plaintext [Computer | by using affine cipher
by equations with key [7,2]

Computer



-Homework:

-Write the affine decryption equation?






